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meet the classification requirements 
prescribed by § 1203.400 despite the pas-
sage of time will continue to be pro-
tected in accordance with ‘‘the Order.’’ 

[48 FR 5891, Feb. 9, 1983] 

§ 1203.601 Responsibilities. 
Officials authorized original classi-

fication authority may declassify or 
downgrade information that is subject 
to the final classification jurisdiction 
of NASA and shall take such action in 
accordance with the provisions of this 
subpart F. 

§ 1203.602 Authorization. 
Information shall be declassified or 

downgraded by the official who author-
ized the original classification, if that 
official is still serving in the same po-
sition, the originator’s successor, a su-
pervisory official of either, or officials 
delegated such authority in writing by 
the Administrator or the Chairperson, 
NASA Information Security Program 
Committee. 

[48 FR 5891, Feb. 9, 1983] 

§ 1203.603 Systematic review for de-
classification. 

(a) General. (1) Except for foreign gov-
ernment information as provided in 
subpart G of this part, classified infor-
mation constituting permanently valu-
able records of the government as de-
fined by 44 U.S.C. 2103, and information 
in the possession and control of the Ad-
ministrator of General Services Ad-
ministration pursuant to 44 U.S.C. 2107 
or 2107 note, shall be reviewed for de-
classification as it becomes 30 years 
old. 

(2) Systematic review for declas-
sification of classified cryptologic in-
formation will be coordinated through 
the National Security Agency. 

(3) Systematic review for declas-
sification of classified information per-
taining to intelligence activities (in-
cluding special activities) or intel-
ligence sources or methods will be co-
ordinated through the Central Intel-
ligence Agency. 

(4) The Chairperson, NASA Informa-
tion Security Program Committee, 
shall designate experienced personnel 
to assist the Archivist of the United 
States in the systematic review of 30- 

year old U.S. originated information 
and 30-year old foreign information. 
Such personnel shall: 

(i) Provide guidance and assistance 
to National Archives and Records Serv-
ice employees in identifying and sepa-
rating documents and specific cat-
egories of information within docu-
ments which are deemed to require 
continued classification; and 

(ii) Develop reports of information or 
document categories so separated, with 
recommendations concerning contin-
ued classification. 

(b) Systematic review guidelines. The 
Chairperson, NASA Information Secu-
rity Program Committee, shall de-
velop, in coordination with NASA orga-
nizational elements, guidelines for the 
systematic review for declassification 
of 30-year old classified information 
under NASA’s jurisdiction. (See sub-
part G of this part, Foreign Govern-
ment Information.) The guidelines 
shall state specific limited categories 
of information which, because of their 
national security sensitivity, should 
not be declassified automatically but 
should be reviewed item-by-item to de-
termine whether continued protection 
beyond 30 years is needed. These guide-
lines are authorized for use by the Ar-
chivist of the United States and, with 
the approval of the Administrator, by 
an agency having custody of the infor-
mation covered by the guidelines. All 
information, except foreign govern-
ment information, cryptologic infor-
mation, and information pertaining to 
intelligence sources or methods, not 
identified in these guidelines as requir-
ing review and for which a prior auto-
matic declassification date has not 
been established shall be declassified 
automatically at the end of 30 years 
from the date of original classification. 
These guidelines shall be reviewed at 
least every 5 years and revised as nec-
essary unless an earlier review for revi-
sion is requested by the Archivist of 
the United States. Copies of the declas-
sification guidelines promulgated by 
NASA will be provided to the Informa-
tion Security Oversight Office, GSA. 

(c) Systematic review procedures. (1) All 
security classified records 30 years old 
or older, whether held in storage areas 
under installation control or in Federal 
Records Centers, will be surveyed to 
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identify those that require scheduling 
for future disposition. 

(2) All NASA information or material 
in the custody of the National Archives 
and Records Service that is perma-
nently valuable and more than 30 years 
old is to be systematically reviewed for 
declassification by the Archivist of the 
United States with the assistance of 
the personnel designated for the pur-
pose pursuant to paragraph (a)(4)(i) of 
this section. The Archivist shall refer 
to NASA that information or material 
which NASA has indicated requires fur-
ther review. In the case of 30-year old 
information or material in the custody 
of NASA installations, such review will 
be accomplished by the custodians of 
the information or material. The in-
stallation having primary jurisdication 
over the information or material re-
ceived from the Archivist or in its cus-
tody, shall proceed as follows: 

(i) Classified information or material 
over which NASA exercises exclusive 
or final original classification author-
ity and which is to be declassified in 
accordance with the systematic review 
guidelines developed under paragraph 
(b) of this section shall be so marked. 

(ii) Classified information or mate-
rial over which NASA exercises exclu-
sive or final original classification au-
thority and which, in accordance with 
the systematic review guidelines devel-
oped under paragraph (b) of this sec-
tion, is to be kept protected, shall be 
listed by category by the responsible 
custodian and referred to the Chair-
person, NASA Information Security 
Program Committee. This listing shall: 

(A) Identify the information or mate-
rial involved. 

(B) Recommend classification beyond 
30 years to a specific event scheduled 
to happen or a specific period of time 
or, the alternative, recommend: DE-
CLASSIFY ON: Originating Agency’s 
Determination Required or ‘‘OADR.’’ 

(iii) The Administrator shall consider 
and determine which category shall be 
kept classified and the dates or event 
for declassification. Whenever a spe-
cific time or future event for declas-
sification cannot be predetermined, the 
following notation will be applied: DE-
CLASSIFY ON: Originating Agency’s 
Determination Required or ‘‘OADR.’’ 

The Archivist of the United States will 
be notified in writing of this decision. 

(d) Declassification by the Director of 
the Information Security Oversight Office, 
GSA. If the Director of the Information 
Security Oversight Office, GSA, deter-
mines that NASA information is classi-
fied in violation of ‘‘the Order,’’ the Di-
rector may require the information to 
be declassified. Any such decision by 
the Director may be appealed through 
the NASA Information Security Pro-
gram Committee to the National Secu-
rity Council. The information shall re-
main classified pending a prompt deci-
sion on the appeal. 

[48 FR 5891, Feb. 9, 1983] 

§ 1203.604 Mandatory review for de-
classification. 

(a) Information covered. All informa-
tion classified under ‘‘the Order’’ or 
predecessor orders, except as provided 
at § 1203.604(b) shall be subject to a re-
view for declassification by the origi-
nating agency, if: 

(1) The request is made by a United 
States citizen or permanent resident 
alien, a Federal agency, or a State or 
local government; and 

(2) The request describes the docu-
ment or material containing the infor-
mation with sufficient specificity to 
enable the agency to locate it with a 
reasonable amount of effort. After re-
view, the information or any reason-
able segregable portion thereof that no 
longer requires protection shall be de-
classified and released unless with-
holding is otherwise warranted under 
applicable law. 

(b) Presidential papers. (1) Information 
originated by a President, the White 
House Staff, by committees, commis-
sions, or boards appointed by the Presi-
dent, or others specifically providing 
advice and counsel to a President or 
acting on behalf of a President is ex-
empted from the provisions of 
§ 1203.604(a). 

(2) The Archivist of the United States 
shall have the authority to review, 
downgrade and declassify information 
under the control of the Administrator 
of General Services Administration or 
the Archivist pursuant to sections 2107, 
2107 note, or 2203 of Title 44, U.S. Code. 
Review procedures developed by the 
Archivist shall provide for consultation 

VerDate Nov<24>2008 13:56 Jan 25, 2010 Jkt 220047 PO 00000 Frm 00032 Fmt 8010 Sfmt 8010 Y:\SGML\220047.XXX 220047w
w

oo
ds

2 
on

 D
S

K
1D

X
X

6B
1P

R
O

D
 w

ith
 C

F
R


		Superintendent of Documents
	2014-08-21T14:59:49-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




